Nginx反向代理，并设置base auth认证

1. nginx安装
2. sudo yum install epel-release
3. sudo yum install nginx
4. service nginx start
5. 配置反向代理

在/etc/nginx/nginx.conf 中添加

location /proxy/ {

proxy\_pass http://localhost:81;

auth\_basic "Username and Password are required"; #For Basic Auth

auth\_basic\_user\_file /etc/nginx/.htpasswd; #For Basic Auth

#Proxy Settings

proxy\_redirect off;

proxy\_set\_header Host $host;

proxy\_set\_header X-Real-IP $remote\_addr;

proxy\_set\_header X-Forwarded-For $proxy\_add\_x\_forwarded\_for;

proxy\_next\_upstream error timeout invalid\_header http\_500 http\_502 http\_503 http\_504;

proxy\_max\_temp\_file\_size 0;

proxy\_connect\_timeout 90;

proxy\_send\_timeout 90;

proxy\_read\_timeout 90;

proxy\_buffer\_size 4k;

proxy\_buffers 4 32k;

proxy\_busy\_buffers\_size 64k;

proxy\_temp\_file\_write\_size 64k;

}

用htpasswd生成账号密码

htpasswd -c /etc/nginx/.htpasswd exampleuser

重启nginx

service nginx restart

1. 安装htpasswd
2. CentOS

yum install httpd-tools

1. Ubuntu/Debian

sudo apt-get install apache2-utils